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Ideal scenario - JobMatch

Lea is looking for a job, and uses a new HR application (JobMatch) to help her find it.

She only shares the minimal information needed to go through the selection process.

Once Hanna (the recruiter) selects suitable matches, Lea is invited to share her full profile 
to ease the hiring process.

During the entire flow, both Lea and Hanna are strongly authenticated,

each interaction is double-checked with the active policies,

only authentic data is shared, and

minimized where possible.

4



CONFIDENTIAL

Demonstrator scenario - JobMatch

Lea is looking for a job, and uses a new HR application (JobMatch) to help her find it.

Scenario validated by Randstad Group

She only shares the minimal information needed to go through the selection process.

Once Hanna (the recruiter) selects suitable matches, Lea is invited to share her full profile 
to ease the hiring process.

During the entire flow, both Lea and Hanna are strongly authenticated,

Combining TrustBuilder and Itsme

each interaction is double-checked with the active policies,

Enhansa could check all TrustBuilder-authenticated interactions

only authentic data is shared, and

MAGDA data via Athumi pods, re-signing needed for selective 
disclosure

minimized where possible.

Via DocByte, filtering data yes, transforming data no.
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Demonstrator2025-02-20.mp4
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Conclusions

We built an end-to-end demonstrator showcasing an HR use case for secure data 

sharing, taking identity, authorization, and data minimization into account.

We better understood user engagement, legal boundaries, and business 

opportunities.

The Solid monitor showed that HR is a very good use case to create Solid prototypes, 

hence the will of intention of end-user is deemed very high for the SHARCS use case.

We hit some walls. As expected. More research is needed to improve and align the used 

technologies with other relevant projects such as the EUDI wallet and EBSI.
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Like to know more?

Read our white paper at https://solidlab.be/sharcs/! 
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