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Problem Statement
Business ecosystems (dataspaces & software platforms) require a

configurable, distributed governance framework to define, enforce, and settle 

sustainable cooperation models, revenue models, and usage contracts, while 

accommodating diverse identity solutions and complex transactions.
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Enhansa
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SHARCS



Problem Statement
Our ‘state if the art’ platforms do not fully leverage the commercial opportunity, due to 
technical limitations. We can not include third party applications in the ecosystem catalogue 
due to the lack of cross Identity interoperability. 

The concept of Federated Identity solves cross IDM authentication to implement a 
multi-APP SSO environment.

However we did not have a solution for authorisations in a multi-Identity context, to 
enforce the business model and  usage policies.

© Confidentialenhansa.com

Feb 2025 ENHANSA | SHARCSS



Enhansa
SHARCS R&D

Multi
Identity
 Realms

Complex
Transactions

Policy based 
Authorisation

Engine

© Confidentialenhansa.com

Dec 2023 ENHANSA | SHARCSS



Objectives
A. Validate the IDSA Clearing House architecture as a cross Identity authorisation approach.

B. Validate a Solid POD as a sovereign storage for digital rights on a company level.
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Hurdles and bonuses
The other members in the consortium were not engaged to apply an IDSA compliant 
architecture (-)

By the time SHARCS started, IDSA published a list of 20 compliant IDSA connector 
implementations, so we didn’t have to invest here (+)

Athumi’s actual Pod offering does not offer a viable economic model for us. But they are 
actively repositioning their offering at this moment and might become a feasible option. (-/+)
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Conducted research

We analysed the IDSA architecture and more specifically the Clearing House function.

● We implemented a Policy Decision Point based on multiple policies and policy 
information points.

● We analysed the required architecture to prepare our product offering for cross IDP 
authorisations.
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Solution Architecture
We chose an architecture based on XACML.

We chose Eye-Reasoner technology for the PDP to ensure the storage of decision proofs and 

to incorporate its semantic foundation.

● We converted policies in N3 to invoke Eye Reasoner.
● We adopted XACML to interact with Trustbuilder IDM. 
● We provided a PDP endpoint for Trustbuilder..
● We implemented  a PoC for sovereign storage for digital rights on a company level, but 

did not yet implement this on a SOLID pod.
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Reasoner - Context Broker Services
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Product Roadmap

 - 2022

Flanders Sandbox Experiment 

(Athumi)

2023

SHARCS Research and Analysis

2024

SHARCS PoC

SHARCS Use Cases:

-  Business Model 

Enforcement

- Data Access Policies

Kolibrx Use Case: Coupons

2025

Launch Coupons

FinoMarker Pro Use Case

Enhansa Smart Wallet

2026 -

Leverage our head start 

w.r.t.

Policy Based Decision

Opportunities
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Questions?
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Thank you
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