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Solid Protocol Basics

The Solid Protocol is build on several Web Standards

providing control over resources on the web

Interface: data exchange via HTTPS following the Linked Data Platform
(LDP) standard

Identity: WebID defines the identity document

Authentication: via Solid-OpenlID Connect (Solid-OIDC)

Authorization (access control)
o Via Access Control Lists (ACLs) using the Web Access Control (WAC) specification
o Via Access Control Resources (ACRs) using the Access Control Protocol (ACP)

Solid protocol: https://solidproject.org/TR/protocol
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Use Case 1 - Automating Cycling Reimbursements
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Use Case 2 - Event-based Traffic Management
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Use Case 3 - Digital Driver’s License
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